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Sr. Cybersecurity Consultant	

 

In this role, Casey is responsible for conducting information security risk assessments based on industry 
standards.  He works to identify and lead risk mitigation activities that include the establishment of  
good security practices which are both relevant to the threat landscape and aligned with risk tolerance 
practices of our customers.  He has extensive knowledge in system security controls and compliance 
requirements.  Casey applies continuous process improvements to enhance existing operations and 
procedures.   

Prior to joining OneNeck, Casey started his cybersecurity career in the U.S. Army.  He then applied his 
knowledge to assess and successfully rebuild  IT Security Programs for companies in the oil and gas 
industry.  As part of a thorough assessment of the existing security technologies, he identified and 
removed redundant and irrelevant technologies, rebuilt IT Security teams and prepared them with the 
training needed to move IT into the cloud, taught IT departments how to  meet IT Security compliance 
obligations and coordinated IT Security merger actions. 

Casey earned a Bachelor of Science in Information Technology from the University of Phoenix. Outside 
of work, Casey enjoys working in his home computer lab and getting out in his RV with his family. 

Certifications / Accreditations:  

§ Certified Information Systems Security Professicional (CISSP)  
 

Experience: 

§ Joined OneNeck in 2021 

§ 20+ years cybersecurity experience 

§ Cybersecurity Leader 

§ Cybersecurity Program Development 

§ Cybersecurity Infrastructure Engineering and Design 

§ Cybersecurity Operations 

§ Cybersecurity Analytics 

§ U.S. Army Special Operations 


